
Title: Algebraic Curves and Cryptography 
 
Content (in chronological order): 
 
1. Review of Finite Fields.  A brief introduction to private and public key cryptography.  (2 
hours) 
2. Elliptic Curves  (2 hours) 
3. Hyperelliptic Curves - (2 hours) 
4. Complementary topics (pount-counting , pairing, factoring with elliptic curves, etc.) and 
Magma/GAP implementations - (2 hours) 
5. Some additional topics as time permits - (2 hours) 
 
 
Prerequisite: basic notions of group, ring and finite fields.  
 
The mini-course is suitable for undergrad or graduate students in mathematics, computer 
science, physics and engineering.  
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